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Security With The Windows Registry

WinSales Version: 5.0

Revision Date: 3/25/02

Support Document : sup139
Question: What WinSales user information is stored in the Windows Registry and what areas does the WinSales application Read/Write to:

Writing to the registry:  WinSales writes database labels (names), database paths, database-specific campaigns, WinSales form placement information and user settings regarding remembering previous session settings. 

The WinSales application conforms to the windows programming standards regarding adding entries to the system registry file. Standard registry security keeps information secure from other users of the computer/network.  These settings are stored in the HKCU\Software\VB and VBA Program Settings\WinSales folder.

Knowledgeable users can, if they choose, delete this entire folder manually. WinSales will re-instate new settings when the user reenters the application.  However, in doing this the program, will revert to all default settings and contain no entries in the “Connect to database” list.  

Silent Partner does not advise making additional security changes to the Windows Registry file as this could cause complications and render the computer unusable. Silent Partner also does not advise making any registry entry changes in areas outside the scope of this document. Doing so, could also irreparably damage the windows operating system.
Reading from the registry: WinSales reads from several registry locations to determine locations of supporting software application, such as Microsoft Word, used in the main application and the WinSales Fulfillment Center. Additionally, the user’s global date/time mask and monetary symbols are read from the registry. 
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